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Change log

Date Change Description

2021-02-03 Initial release.

2021-08-11 Updated Product integration and support on page 7.
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FortiAuthenticator Agent for Microsoft Windows 3.5 release

FortiAuthenticator Agent for Microsoft Windows 3.5 release

This document provides a summary of new features, enhancements, support information, installation instructions,
caveats, and resolved and known issues for FortiAuthenticator Agent for Microsoft Windows 3.5.
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What's new

What's new

FortiAuthenticator Agent for Microsoft Windows version 3.5 includes the following new features and enhancements:

l You can now set up realm-based authentication by default during installation.
l Implemented Unlock and CredUI scenarios for push.
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Product integration and support

Product integration and support

FortiAuthenticator Support

FortiAuthenticator Agent for Microsoft Windows 3.5 supports the following FortiAuthenticator versions:

l FortiAuthenticator 6.2.1
l FortiAuthenticator 6.2
l FortiAuthenticator 6.1
l FortiAuthenticator 6.0

Operating systems

Server
Operating System

Windows Server 2012 l Standard (x64)
l DataCenter (x64)

Windows Server 2012 R2 l Standard (x64)
l DataCenter (x64)

Windows Server 2016 l Standard (x64)
l DataCenter (x64)

Windows Server 2019 l Standard (x64)
l DataCenter (x64)

Desktop Operating
System

Windows 8 l Professional (x86/x64)
l Enterprise (x86/x64)

Windows 10 l Enterprise (x86/x64)
l Pro (x86/x64)
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Product integration and support

Microsoft Windows 8 Standard is unsupported as it is not designed to be connected to a
Windows Domain.
Microsoft Windows XP and Microsoft Windows Vista are not currently supported as they have
reached end of support with Microsoft. Please contact your Fortinet Account Manager if this is
an issue.
Other versions of Microsoft Windows may also work, but have not been validated.
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Resolved issues

Resolved issues

The resolved issues listed below may not list every bug that has been corrected with this release. For inquiries about a
particular bug, please visit the Fortinet Support website.

Bug ID Description

660392 500 error if you send the REST API call for /v1/auth/ when a duplicate user name is present.

661203 FortiAuthenticator Agent for Microsoft Windows push auth fails if the realm name is different from the
server name.

668916 Subdomain users can authenticate over the FortiAuthenticator Agent for Microsoft Windows installed on
a workstation in the main domain without the token code.

671345 Fixed bad password scenario for push.

673306 FortiAuthenticator Agent for Microsoft Windows cannot initiate connection towards the secondary
FortiAuthenticator for 2FA validation.

683298 Agent exception error occurred when OTP is delivered by SMS.
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Known issues

Known issues

This section lists the known issues of this release, but is not a complete list. For inquires about a particular bug, please
visit the Fortinet Support website.

Bug ID Description

676199 Blank screen issue on the Windows Server 2012 and 2012 R2.
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