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Change Log

Date Change Description

October 22, 2021 Initial release.
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Introduction

Introduction

This Release Notes covers the new features, enhancements, known issues, and resolved issues of FortiADC™
Manager Version 6.2.0, Build 0041.

FortiADCManager allows you to use a web-based user interface to configure remote FortiADC devices. It allows you to
simplify and speed up the FortiADC deployment and update process by maintaining configuration templates and policy
packages that you can modify and apply as needed.

For additional documentation, visit https://docs.fortinet.com/product/fortiadc-manager/.

Consult the ADCManager handbook for setup instructions.

FortiADCManager 6.2.0 supports managing FortiADC 6.0.x to 6.1.x versions.
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What's new

What's new

There are no new features in FortiADCManager 6.2.0.
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Known issues

Known issues

There are no known issues in the FortiADCManager 6.2.0 release. For inquiries about particular bugs, please contact
Fortinet Customer Service & Support.
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Resolved issues

Resolved issues

The following issues have been resolved in FortiADCManager 6.2.0 release. For inquiries about particular bugs, please
contact Fortinet Customer Service & Support.

Bug ID Description

0743119 System time is incorrect when NTP is enabled (sync code from FortiADC).

0721729 Incorrect URL for help documentation.

FortiADCManager 6.2.0 Release Notes 8
Fortinet Technologies Inc.

https://support.fortinet.com/


Image checksums

Image checksums

To verify the integrity of the firmware file, use a checksum tool and compute the firmware file’s MD5 checksum. Compare
it with the checksum indicated by Fortinet. If the checksums match, the file is intact.

MD5 checksums for Fortinet software and firmware releases are available from Fortinet Customer Service & Support.
After logging in to the web site, near the bottom of the page, click the Firmware Image Checksums button. (The button
appears only if one or more of your devices has a current support contract.) In the File Name field, enter the firmware
image file name including its extension, then click Get Checksum Code.

Customer Service & Support image checksum tool
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System requirements

System requirements

FortiADCManager-VM requires at least 4 GB of RAM, and 33 MB for each data disk.
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