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Change log

Date Change description

2020-10-23 Initial release of the FortiFone IP Phone 3.0.1 Release Notes.

FortiFone IP Phone 3.0.1 Release Notes 4
Fortinet Technologies Inc.



Introduction

This document provides a summary of new features, support information, upgrade instructions, and resolution of known
issues in this FortiFone IP Phone version 3.0.1, build 123.
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Supported platforms

FortiFone version 3.0.1, build 123 supports the following FortiFone IP phone model:

l FON-480
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Special notices

The FortiVoice phone system requires version 6.0.6, 6.4.0, or later.
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Upgrade information

To upgrade to FortiFone IP phone version 3.0.1 build 123, perform the following procedures:

Download the firmware image file

1. Go to the Fortinet Customer Service & Support website.
2. Log in to your existing account or register for an account.
3. Select Download > Firmware Images.
4. In Select Product, select FortiFone.
5. Click the Download tab.
6. Locate the firmware image file that you need to download.
7. To download the image file, go to the end of the row and clickHTTPS.
8. Select to save the file and clickOK.
9. Take note of the location where you saved the firmware image file on your computer.

Upgrade the FortiFone firmware

For details about upgrading the FortiFone firmware, see the FortiFone firmware upgrades section in the FortiVoice
Cookbook, for the applicable FortiVoice phone system version.
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What's new

The following list highlights some of the new features or enhancements introduced in the FortiFone IP phone version
3.0.1, build 123:

l Opus codec support
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Resolved issues

The following issues have been fixed in this release. For inquires about a particular bug, contact Fortinet Customer
Service & Support.

Bug ID Description

657492 Use certificate from BIOS for the HTTPS client and server requests.

658865 Multicast paging intermittently working.

658867 Updating firmware notification added when phone is in screen saver mode.
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Known issues

To report an issue, contact Fortinet Customer Service & Support.

FortiFone IP Phone 3.0.1 Release Notes 11
Fortinet Technologies Inc.

https://support.fortinet.com/


Copyright© 2020 Fortinet, Inc. All rights reserved. Fortinet®, FortiGate®, FortiCare® and FortiGuard®, and certain other marks are registered trademarks of Fortinet, Inc., in
the U.S. and other jurisdictions, and other Fortinet names herein may also be registered and/or common law trademarks of Fortinet. All other product or company names may be
trademarks of their respective owners. Performance and other metrics contained herein were attained in internal lab tests under ideal conditions, and actual performance and
other results may vary. Network variables, different network environments and other conditions may affect performance results. Nothing herein represents any binding
commitment by Fortinet, and Fortinet disclaims all warranties, whether express or implied, except to the extent Fortinet enters a binding written contract, signed by Fortinet’s
General Counsel, with a purchaser that expressly warrants that the identified product will perform according to certain expressly-identified performancemetrics and, in such
event, only the specific performancemetrics expressly identified in such binding written contract shall be binding on Fortinet. For absolute clarity, any such warranty will be
limited to performance in the same ideal conditions as in Fortinet’s internal lab tests. In no event does Fortinet make any commitment related to future deliverables, features or
development, and circumstances may change such that any forward-looking statements herein are not accurate. Fortinet disclaims in full any covenants, representations, and
guarantees pursuant hereto, whether express or implied. Fortinet reserves the right to change, modify, transfer, or otherwise revise this publication without notice, and themost
current version of the publication shall be applicable.


	Change log
	Introduction
	Supported platforms
	Special notices
	Upgrade information
	What's new
	Resolved issues
	Known issues

