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Change log

Date Change description

2022-08-03 Initial release of the FortiFone Softclient for Desktop 3.0.11 Release Notes.
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Introduction

The FortiFone softclient for desktop is a secure application designed for users to transform their computer into an
extension on the FortiVoice phone system or FortiVoice Cloud. Through the intuitive interface, users are able to
conveniently take control of their calls without shifting focus away from their screen. Depending on your extension's
FortiVoice platform, using the FortiFone softclient in conjunction with a desk phone allows the user to manage calls,
check voicemail, and quickly view the company directory.

This document provides a summary of new features, support information, and resolution of known issues in this release.

Operation platforms

In this release, the FortiFone softclient for desktop supports the following platforms:

l Windows 8 (64-bit) or higher
l macOS 10.10 (Yosemite) or higher
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Special notices

System requirements

l When you open the FortiFone softclient for the first time, you are prompted to create an account. This account is
your extension on the FortiVoice phone system or FortiVoice Cloud. For the account to be functional within the
FortiFone softclient, make sure that the extension exists on the FortiVoice phone system or FortiVoice Cloud. For
information about creating and viewing an extension on the FortiVoice phone system or FortiVoice Cloud, see the
Configuring extensions section in the FortiVoice Phone System Administration Guide or FortiVoice Cloud Advanced
Administration Guide, or talk to your FortiVoice system administrator.

l The FortiVoice phone systemmust use firmware version 6.0.7 GA or higher.
l The Directory and Personal Contact picture display requires that the FortiVoice phone system uses the firmware
version 6.4.0 GA or higher.

Licensing requirements for FortiVoice phone system extensions

l The FortiFone softclient for desktop requires that the FortiFone softclient license is uploaded on the FortiVoice
phone system.

l The Agent function requires the following license and entitlement:
l Call Center
l Enhanced Call Center Service

l The Operator function requires the following entitlement:
l Unified Communication Service

l The Fax function requires the following entitlement:
l Unified Communication Service

Both Enhanced Call Center Service and Unified Communication Service entitlements require
FortiVoice 6.4.0 GA or higher.

Licensing requirement for FortiVoice Cloud extensions

The FortiFone softclient for desktop requires that the FortiFone softclient license is uploaded on the FortiVoice Cloud
phone system.
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Upgrade information

There are two update methods:

l You can manually update the FortiFone softclient.
l You can automatically update the FortiFone softclient, if your administrator has uploaded a newer version of the
FortiFone softclient on the FortiVoice phone system or FortiVoice Cloud.

To manually update the FortiFone softclient for desktop on your machine and install the latest version

1. Go to the Fortinet Customer Service & Support website.
2. Log in to your account or register for an account.
3. Select Support > Firmware Download.
4. In Select Product, select FortiVoiceUCDesktop.
5. Click the Download tab.
6. Navigate to the folder for the latest release.
7. Locate the file for your operating system.
8. To download the file to your computer, go to the end of the row and click HTTPS.
9. Save the file to your computer.
10. To start the installation, double-click the file.
11. Follow the installation prompts.

To automatically update the FortiFone softclient for desktop

1. Log in to your FortiFone softclient.
If a newer version of the FortiFone softclient is uploaded on the FortiVoice phone system to which your FortiFone
softclient is connected, the following dialog box appears:

2. To save the update file to your computer, click Download (.exe).
3. To start the installation, clickQuit and Install in the Download completed dialog box.
4. Follow the installation prompts.
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What's new

The following list highlights some of the new features or enhancements introduced in the FortiFone Softclient for
Desktop 3.0.11 release.

l Added the video call feature to allow users to make video calls from the Directory or Favorites and receive incoming
video calls. This feature is available when the phone system administrator has enabled the video codecs (H.264,
VP8, and VP9) in the SIP profile (Phone System > Profile > SIP) for your extension on FortiVoice or FortiVoice
Cloud, as applicable.

l Updated the fax cover page feature to:
l Allow the user-defined rich text format (RTF).
l Upload a cover page to the FortiVoice phone system.
l Edit a draft cover page.
l Remove a cover page from the FortiVoice phone system.

l Added a notification dialog box for incoming calls and call-service interruption alerts.
l Added email notification options to use when the extension receives a voicemail, fax, and missed call.
l Added backup and restore options in the Setting > General to allow the backup and restore of local app settings
such as audio device preferences, network options, and local speed dial.

l Added a backup option for the app reset function. When restarting the FortiFone softclient for desktop after a reset,
users can import a backup file to restore settings.

l Enhanced network options to support the FortiVoice-defined STUN server and use it as a default.
l Updated the FortiFone softclient screen to display the call queue name when in an active call.
l Updated the voicemail filtering to allow the extension user to access voicemails from other users or groups. For this
function to be available to the extension user, the FortiVoice phone system administrator or FortiVoice Cloud
administrator must allow the extension to receive a notification when other users or groups receive a voicemail.

l Removed the Group tab from the Contact filter list.
l Added the My Department button under Contact > Directory to filter contacts in the user's department. For the My
Department button to appear, the FortiVoice phone system administrator must complete the configuration to filter
the phone directory by department.

l Added the support for FortiVoice Click-to-dial (Google Chrome extension).
l Enhanced the audio device detection and selection to add an Always use current devices option. When this option
is enabled, the FortiFone softclient will keep using the selected devices even if the user plugs in a new device.
When the selected devices become unavailable, this option will reset to the disabled status. If this option is disabled,
the FortiFone softclient will find and use the newly attached device to the computer.
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Resolved issues

The resolved issues listed below do not list every bug that has been corrected with this FortiFone Softclient for Desktop
3.0.11 release. For inquiries about a particular bug, contact Fortinet Customer Service & Support.

Bug ID Description

773155 If the main proxy server goes down, the FortiFone softclient for desktop does not attempt to connect to
the local proxy server.

779151 During the logout and login sequences, the current registration does not expire.

781293 The FortiFone softclient for desktop does not reinitiate the RTP channel after the ICE disconnected error.

781301 The FortiFone softclient for desktop can randomly display an error message (Get object,
ContactEntryCollection).

793549 The FortiFone softclient for desktop does not accept more than 31 digits.

794469 Prefer default communication device, Bluetooth, and USB over built-in.

795339 A call failed message box displays "Microphone not found" when the microphone permission is not
granted.

802514 The FortiFone softclient for desktop freezes when trying to open the Account > Event Log that has more
than 5000 entries.

811142 The ringer does not always play on the selected speaker.

816039 The FortiFone softclient for desktop randomly displays an error popup (503 server unavailable).

818644 The "Failed to connect to FortiVoice" popup message creates some confusion.
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