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Introduction

Introduction

This deployment guide demonstrates how to configure your FortiRecorder and FortiCameras using edge recording in a
typical SD-Branch scenario.

This setup is optimal when there are several branch offices with a small number of cameras connected to an HQ
datacenter with a FortiRecorder. See the example diagram below.

HQ Datacenter with,,\_k
FortiRecorder / \7\75:1»\

U 5 m

VRN " SD-Branch

N
AN me
/ N

8

SD-Bra’nch \ ;D'BﬂranCh
m& mE
SD-Branch

WE

SD-Branch edge recording allows you to manage cameras across multiple branches from a single HQ FortiRecorder
through a VPN tunnel or NAT. In this configuration, only status information is exchanged between the camera and
recorder, resulting in the use of less bandwidth than when transferring video.

Captured video is recorded onto the local SD card of the camera, and can be viewed from the HQ FortiRecorder after a
short delay while the video downloads. FortiCameras set up in this way can be configured to record continuously or with
motion detection only. When a live stream is required, the recorder establishes a streaming connection to the camera
that stays active as long as the view is in use.

Edge recording in an SD branch scenario can be set up using one of two methods:

o SD-Branch configuration using VPN tunnels on page 6
« SD-Branch configuration using NAT on page 12
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SD-Branch configuration using VPN tunnels 6

SD-Branch configuration using VPN tunnels

In order to configure a FortiRecorder SD-Branch using VPN tunnels, complete the following steps:

1. Obtaining camera information on page 6

2. Establishing a tunnel on page 7

3. Configuring the HQ FortiGate tunnel on page 9
4. Configuring the cameras on page 9

The topology and example addresses used for these instructions are as follows:

HEADQUARTERS BRANCH
e REC Q
port2: 192.168.1.113
FRC FCM-FD40
port1: 10.10.10.100 192 168.10x (DHCP)
DMZ: 10.10.10.1 LAN: 192.168.1.x DMZ: 192.168.10.98
m VIP- 4721676 174 m
FGT2 FGT1
Wan1: 172.16.76.178 Wan1: 172.20.110.68

Obtaining camera information

First you will need to obtain the IP address of your DHCP enabled camera in FortiGate. Make note of the MAC address
of the camera before deployment.

To obtain the addresses of your cameras:

1. Goto Network > Interfaces.
2. Select the interface, and click Edit.
3. Enable Device Detection.

Ay

S r'd
? Device detection does not work with all camera models.
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SD-Branch configuration using VPN tunnels

FortiWiFi 60D FWF60D4613008166

& Dashboard > EditInterface
e ;. -
ESecarityapric 2 + CreateNew | ¢ Edit [ Delete
o~ Vi >
W Forti\iew: Starting IP EndIP
b Network .7 192.168.10.100 192.168.10.120
Interfaces il Netmask | 255.255.255.0
DNS Default Gateway RENEERNCr Al Specify
Packet Capture DNS Server CEINEESSR CIBNEE Same as Interface IP | Specify
SD-WAN Advanced...
Performance SLA
Networked Devices
SD-WAN Rules
e Device Detection @
Active Scanning (B
£¥ System (1 23 ¢
& Policy &Objects H Admission Control
& Security Profiles > . .
Security Mode | None
o >
VBN Enforce FortiClient Compliance Check (B
& User & Device >
= WiFi & Switch Controller 3

4. Goto User & Device > Device Inventory.
5. Copy the Address numbers for your cameras.

="= FortiWiFi 60D FWF60D4613008166

unw
& Dashboard > | & Refresh | ¢ Edit [ Delete | Search
& Security Fabric >

Status # Device % User &
1 FortiView >
o Network [ ££ Fortinet device @
£ System 0 © Online £ 00:d0:89:13:59:c8
B Policy & Objects 5 © Online £1308:00:27:4b:44:01
& Security Profiles > © Offline £13 08:00:27:98:2c:d7
O VPN » O Offline £ 20:10:7a:52:29:18
& User & Device v © Offline 212 90:6cac:d9:3b:9e

A LinuxPC @
B Windows device @
(@ Unknown device

User Definition

User Groups

Guest Management

Device Inventory

Custom Devices & Groups

Alternatively, you can look at FGT1 Monitor-DHCP monitor.

Establishing a tunnel

Q

Address %

192.168.10.100 (DHCP) % dmz

192.168.1.69 72 local_bridge
192.168.2.99 =2 local_bridge
192.168.1.101 73 local_bridge
192.168.1.107 73 local_bridge

1 @ 02 (@ admin-

Interfaces & 0S¥

|
i

FortiCam
FortiRecorder
FortiRecorder
FortiCam

FortiCam

With the camera addresses obtained, you can now establish a tunnel between the HQ and the branch.
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SD-Branch configuration using VPN tunnels

To establish a tunnel:

Ea

8.
9.

In the FortiGate branch, go to VPN > |Psec Wizard.
Enter a name and select the Site to Site template type.

© Policy & Routing

Name [ HQ-Branch | SitetoSite - FortiGate
Template Type Remote Access Custom
Remote Device Type

‘& Cisco

NAT Configuration No NAT between sites

This site is behind NAT This FortiGate Remote FortiGate
The remote site is behind NAT

Internet

Next > Cancel

@©
=

Select FortiGate for the Remote Device Type.
For NAT Configuration, select No NAT between sites, then click Next.
Enter the address of your headquarters FortiGate.

© roic & Rouins

Remote Device Dynamic DNS HQ-Branch: Site to Site - FortiGate
IP Address 172.16.76.178

Outgoing Interface = wan1 A
Detected via routing lookup
Authentication Method Signature

Internet @

Pre-shared Ki ®
re-shared Key i i This FortiGate Remote FortiGate

< Back Next > Cancel

Enter the pre-shared key, and select Next.
Select your local interface from the dropdown menu.

VPN Creation Wizard
@ VPNSetup » % Authentication ) @ Policy & Routing
Local Interface dmz v HQ-Branch: Site to Site - FortiGate
LocalSubnets | 192.168.10.0/24 '
[+]
Remote Subnets | 10.10.10.0/24 Internet
[+] |
Internet Access m Share WAN ~ Force to use remote WAN This FortiGate Remote FortiGate

Enter the address where the cameras are located in the Local Subnets field.
Enter the address where your FortiRecorder is located in the Remote Subnets field, then select Create.
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SD-Branch configuration using VPN tunnels

Configuring the HQ FortiGate tunnel

You can now set up the HQ FortiGate tunnel following a similar procedure as before; however, in the Authentication
portion of the VPN Creation Wizard, enter the WAN1 address for the branch where the cameras are located.

VPN Creation Wizard
@ VPN Setup > @) Authentication > @ Policy & Routing

Remote Device LSEEE Dynamic DNS HQ-Branch: Site to Site - FortiGate
IP Address 172.20.110.68

Outgoing Interface [ wan1 Change

Detected via routing lookup

Authentication Method Signature

Pre-shared Key ecssses ®

Internet @

This FortiGate Remote FortiGate

< Back Next > Cancel

Once completed, bring up the tunnel.

=" = FortiWiFi 60D FWF60D4613008166

-—-w
@ Dashboard > | £ Refresh @ ResetStatistics | © BringUp~ Bring Down ~
A Security Fabric > Phase 2 Selector: HQ-Branch
Name ¢ Type = PeerID =
s FortiView > All Phase 2 Selectors
Dbt : © HQ-Branch 2 Site to Site - Fo
£ System L1
& Policy & Objects >

Configuring the cameras

Cameras can now be configured in FortiRecorder, and routing can be established to the FortiGate HQ.

FortiRecorder SD Branch Deployment Guide Fortinet Technologies Inc.



SD-Branch configuration using VPN tunnels

To set up a camera in FortiRecorder:

1.
2.

No oA~

10.
1.

Go to Camera > Configuration > Camera Profile.
Select an existing camera and select Edit or select New.

FortiRecorder
Camera Profile Settings
Name: edge-recording
Video
Add schedule
Recording stream profile: high-resolution v | New.. | Edit..
Viewing stream profile:  —Use Recording Stream— | v | NeW...

Recording
Add schedule
Recording type: || Continuous
Motion detection Digital input Audio detection PIR detection Tamper detection
Store on FortiRecorder SD card

Edge Download
Add schedule

Continuous recordings: || Automatic
Detection recordings: Automatic

Storage Options

Continuous recordings: Keep until overwritten v
Detection recordings:  Keep until overwritten h

Compression Options

Continuous recordings: None v

Create | | Cancel

Name the profile and edit the settings as desired.

Edge recording works with either continuous or motion detection.

In the Recording section, enable SD card.
Select Create.
Go to System > Network > Routing.

Select New.
Edit Routing Entry

Destination IP/netmask: | 192.168.10.0 /24
Interface: --None-- v
Gateway: 10.10.10.1

Enter the DMZ subnet of your branch location where the cameras are located in the Destination IP/netmask field.

Select the desired interface and enter the gateway.
Select Create.
Ping the camera from the recorder.

FortiRecorder SD Branch Deployment Guide
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SD-Branch configuration using VPN tunnels 11

12. Go to Camera > Configuration > Camera.

FortiRecorder 100D

Monitor m Camera Group | Camera Profile | Video Profile | Firmware

System Camera

Schedul Enabled:

= ai——— Name: fd40-branch

Locaton

Notification Camera: Fortinet v Camera detail |
Model: FCM-FD40

Service !
Address mode: Wired

Analytics Address: 192.168.10.100 Port:

Logs and Alerts “"
Transport type: UDP ¥ Port: |554 @ @ = ﬂ - ——

it Jf

Profile: edge-recording v @ | New.. || Edt.. == %

13. Enter the necessary details and select Wired from the address mode dropdown menu.
14. Enter the address, select edge-recording from the Profile dropdown menu, and select Create.

FortiRecorder SD Branch Deployment Guide Fortinet Technologies Inc.



SD-Branch configuration using NAT 12

SD-Branch configuration using NAT

In order to configure a FortiRecorder SD-Branch using NAT, complete the following steps:

1. Configuring port forwarding and routing on page 12

Creating a policy on page 14

Setting up RTSP on FortiGate on page 15

Configuring the cameras on page 16

Real-Time Streaming Protocol (RTSP) session helper on page 17

ok~ oD

The topology and example addresses used for these instructions are as follows:

HEADQUARTERS BRANCH
e REC
port2: 192.168.1.113
FRC FCM-FD40
port1: 10.10.10.100 192.168.10x (DHCP)
DMZ: 10.10.10.1 LAN: 192.168.1.x DMZ: 192.168.10.98
m VIPEAT216.76 174 = m
FGT2 FGT1

Want: 172.16.76.178  e— — Wan{: 172.20.110.68

Configuring port forwarding and routing

You will first need to port forward the WAN1 camera in the FortiGate branch.
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SD-Branch configuration using NAT

To configure forwarding and routing:

1. Goto Policy & Objects > Virtual IPs.
2. Click Create New and Virtual IP.

FortiWiFi 60D FWF60D4613008166

@ Dashboard

SA Security Fabric

4+ Network

£ System [

B Policy & Objects v
1Pv4 Policy

>
>
Is FortiView >
>
>

Addresses
Wildcard FQDN Addresses
Internet Service Database
Services
Schedules

IP Pools

Proxy Options

Traffic Shapers

Traffic Shaping Policy
@ Security Profiles >
Q VPN >

New Virtual IP

Name FD40-HTTPS
Comments

Color @ | Change

Network

Interface 8 wan1

Type Static NAT
External IP Address/Range = 172.20.110.68
Mapped IP Address/Range | 192.168.10.100

Optional Filters (B

-| 172.20.110.68
-| 192.168.10.100

Port Forwarding @

Protocol Lo 8 UDP SCTP ICMP
External Service Port | 4430 S -14430
Mapto Port 443 < |-|443

3. Enter a name for the Virtual IP.

4. Select the WAN1 interface from the dropdown interface menu.

5. Enable Port Forwarding and select OK.

13

A\,

The External Service Port range is required during camera configuration. See Configuring
the cameras on page 16.

You can now make a virtual IP group to apply the policy to the entire group, rather than individual VIPs.

1. Goto Policy & Objects > Virtual IPs.
2. Click Create New and Virtual IP Group.

== FortiWiFi 60D FWF60D4613008166

@& Dashboard

& Security Fabric

> Edit VIP Group

b

Name FD40-branch
& FortiView >
Comments
% Network >
Color %® Change
& System (1 39 8
Interface
B Policy & Objects v
) Members | @& FD40-HTTPS
1 Follcy @ FD4O-RTSP
Addresses +
Wildcard FQDN Addresses
Internet Service Database
Services
Schedules

Virtual IPs w

IP Pools

Proxy Options

3. Enter a name for the group.

FortiRecorder SD Branch Deployment Guide

255

Cancel

Fortinet Technologies Inc.



SD-Branch configuration using NAT

4. Select the cameras in the group from the Members section.
5. Select OK.

Creating a policy

You will now need to create a policy to route.

To create a policy to route:

L S

Go to Policy & Objects > IPv4 Policy.
Select Create New.

ann
= = FortiWiFi 60D FWF&0I

@ Dashboard
%% Security Fabric
W FortiView
“# Network
& System o
B Policy & Objects
|Pv4 Policy
Addresses
Wildcard FQDN Addresses
Internet Service Database
Services
Schedules
Virtual IPs
1P Pools
Praxy Options
Traffic Shapers
Traffic Shaping Policy
8 Security Profiles
VPN
& User &Device
® WiFi &Switch QCoﬂ(roller

Name O FD40-branch
Incoming Interface | wan1
OutgoingInterface ™ dmz
Source Qan

+
Destination B FD40- brangv .
Schedule (@ always
Service ALL

+
Action v ACCEPT =Rvlg

Firewall / Network Options

NAT >»

Proxy Options

Security Profiles
AntiVirus o ]
Web Filter >
DNS Filter >

Enter a name for the policy.

Select wan1 for the incoming interface and dmz for the outgoing interface.

Select the VIP group for the Destination.

» '@ FD40-branch

erface  wanl

@ FD40-HTTPS @ FD40-RTSP

Enter the rest of the options as desired, and click OK.

The camera will now be available under 172.20.110.68:4430.

== FortiWiFi60D FWF60D4613008166

@ Dashboard >
%X Security Fabric >
™ FortiView >
b Network >
& System [ 1 I8

B Policy & Objects v| 14
1Pv4 Policy

Addresses
Wildcard FQDN Addresses
Internet Service Database
Services
Schedules
Virtual IPs
IP Pools
Proxy Options.
Traffic Shapers.
Traffic Shaping Policy
@ Security Profiles
L VPN
& User &Device
*+ WiFi& Swilcfa:ﬂmrﬂller

+ CreateNew 7 Q Policy Lookup
D Name From To Source
9 = local_bridge ™ wan2 Ban
10 = local bridge  [# wan2 Ban
1 2 local_bridge ™ wan1 Ran
4 2 local_bridge B wan1 Zan
12 B want = local_bridge I all
7  want =2 local_bridge 12 all
B O any O any 0 Brickcom Default
1 # wan2 2 local_bridge I all
17 DMZwanl M dmz ® wan1 Zan
18,  FDAO-branch & wan1 8 dmz =an
0 ImplicitDeny O any O any all

FortiRecorder SD Branch Deployment Guide

Destination

[ IR I O ]

& wMB
@ Private LAN

& Brickcom Default
Zan

San

& FD40-branch

all

Schedule

el 2 2 @l

@ always
(S atways
[® atways
@ always
@ always
[® always

@ always
@ always
@ always
@ always
8 always

@ ALLicMP
@ AL
@ ALLICMP
@ ALL
@ AL

@ ALL
@ ALL
@ AL
@ AL
@ AL

Cancel

v ACCEPT
+ ACCEPT
+ ACCEPT
+ ACCEPT
+ ACCEPT

~ ACCEPT

@ DENY
' ACCEPT
v ACCEPT
+ ACCEPT
@ DENY

NAT

© Enabled
© Disabled
© Enabled
© Enabled
© Enabled
© Disabled

© Disabled
© Enabled
© Disabled

14

ol By Sequence

Security Profiles Log Bytes
0 U™ 0B
0 U™ 0B
© Al 16268
oAl 0B
0 ut™ 1088
0 utMm 1.68MB
© Al 1}
U utM 0B
O ut™m 151M8B
0 U™ 89.42M8
© Disabled ~ 544.34kB
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SD-Branch configuration using NAT

Setting up RTSP on FortiGate

To set up the RTSP:

1. Goto Policy & Objects > Virtual IPs.
2. Click Create New and Virtual IP.

="= FortiWiFi 60D FWF60D4613006166

| @ Dashboard > NewVirtual IP
| %% Security Fabric >
: ? Name FD40-RTSP
| I FortiView > et
Comments
b Network R =
vor @ Change
| € System (1 1) "
I B Policy & Objects | BT
IPv4 Policy
Interface ® wan1 hd
ik Type Static NAT
WWikicand FOON Addrasass External IP Address/Range | 172.20.110.68 -[ 1722011068
InternetServics Database Mapped IP Address/Range | 192.168.10.100 -/ 192.168.10.100
Services
Schedules Optional Filters (B
Virtual IPs
| Port Forwarding @
IP Pools
Protocol Ls UDP SCTP ICMP
Proxy Options
External Service Port = 5540 : |-| 5540
Traffic Shapers
Map to Port 554 < |=| 554
| Traffic Shaping Policy
& Security Profiles >
| aven ; [ ok I
& User & Device >

#® WIFi &Switch Controller >

3. Enterthe addresses.

4. Enter a name for the virtual IP and select wan7 from the Interface dropdown menu.

15

5. Select TCP as the desired protocol and enter 55640-5540 for the External Service Port range, and 554 for the Map to

Port.

FortiRecorder SD Branch Deployment Guide
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SD-Branch configuration using NAT 16

Configuring the cameras

To add your cameras in FortiRecorder:

1. Goto Camera > Configuration > Camera.

2. Select New.
FortiRecorder 100D admin
Monitor m Camera Group | Camera Profile | Video Profile | Firmware
Syst Camera
S X Enabled:
e Name: fd40-branch
Notification Camera: Fortinet v |_Camera detail
Model: FCM-FD40 v
Service
Address mode: | VIP v
Analyzics Address: 172.20.110.68 Port: 4430
Logs and Alerts
Transport type: UDP v |Port: 554 @ @ = ¥ Fort VT
ortinet -
Profile: ~None-- v @ | New.. || Ede. nef %

IEZEE0) viere | Video || Audio || Pan/Tilt/ Zoom | Privacy Mask | Detection | SD Card

{

Enter the name of the camera.

Select VIP from the Address mode dropdown menu, and enter the address and port.
Select the SD Cardtab and enable SD Storage.

Enter the rest of the options as desired, and click Create.

o oA~
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SD-Branch configuration using NAT

7. Go to System > Configuration > Options and enter a Public Access address.

FortiRecorder 100D
Monitor . Time -NVMaIISuverSathgs SMS SN;;77

17

C

Administrator

Authentication
Certificate

Maintenance

~ Login Disclaimer Setting

Login disclaimer:
P ansssananer WARNING "= eserenssnssenane

This is a private computer system. Unauthorized access or use
is prohibited and subject to prosecution and/or disciplinary
action. All use of this system constitutes consent to
monitoring at all times and users are not entitied to any
expectation of privacy. If monitoring reveals possible evidence
of violation of criminal statutes, this evidence and any other
related information, including identification information about
the user, may be provided to law enforcement officials.
If monitoring reveals violations of security regulations or
unauthorized use, employees who violate security regulations or
make unauthorized use of this system are subject to appropriate
disciplinary action.

Reset to Default

Display pre-login banner Admin
Display post-login banner: — ' Admin

Public Access

Host name:| 172.16.76.174

Access Ports

Service Local Public
HTTP: 80 80
HTTPS 443 443
SSH: 2

TELNET: 3

FRC-Central 8550 8550
RTSP: 554 554
FTP: 21
Camera notification: 3010

3011

The example screenshots of the setup work because the recorder is using a VIP, which puts the FortiRecorder
basically directly on the internet. In a NAT translated situation on the recorder side, you may require a session
helper to get RTSP/RTP live streaming operational. See Real-Time Streaming Protocol (RTSP) session helper on

page 17.

Real-Time Streaming Protocol (RTSP) session helper

The Real-Time Streaming Protocol (RTSP) is an application layer protocol often used by SIP to control the delivery of
multiple synchronized multimedia streams, for example, related audio and video streams. Although RTSP is capable of
delivering the data streams itself it is usually used like a network remote control for multimedia servers. The protocol is
intended for selecting delivery channels (like UDP, multicast UDP, and TCP) and for selecting a delivery mechanism
based on the Real-Time Protocol (RTP). RTSP may also use the SIP Session Description Protocol (SDP) as a means of
providing information to clients for aggregate control of a presentation consisting of streams from one or more servers,

and non-aggregate control of a presentation consisting of multiple streams from a single server.

FortiRecorder SD Branch Deployment Guide
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SD-Branch configuration using NAT 18

To accept RTSP sessions you must add a security policy with service set to any or to the RTSP pre-defined service
(which listens on TCP ports 554, 770, and 8554 and on UDP port 554). The RTSP session helper listens on TCP ports
554, 770, and 8554.

The RTSP session help is required because RTSP uses dynamically assigned port numbers that are communicated in
the packet body when end points establish a control connection. The session helper keeps track of the port numbers and
opens pinholes as required. In Network Address Translation (NAT) mode, the session helper translates |IP addresses
and port numbers as necessary.

In a typical RTSP session the client starts the session (for example, when the user selects the Play button on a media
player application) and establishes a TCP connection to the RTSP server on port 554. The client then sends an
OPTIONS message to find out what audio and video features the server supports. The server responds to the OPTIONS
message by specifying the name and version of the server, and a session identifier, for example, 24256-1.

The client then sends the DESCRIBE message with the URL of the actual media file the client wants to play. The server
responds to the DESCRIBE message with a description of the media in the form of SDP code. The client then sends the
SETUP message, which specifies the transport mechanisms acceptable to the client for streamed media, for example
RTP/RTCP or RDT, and the ports on which it receives the media.

In a NAT configuration the RTSP session helper keeps track of these ports and addresses translates them as necessary.
The server responds to the SETUP message and selects one of the transport protocols. When both client and server
agree on a mechanism for media transport the client sends the PLAY message, and the server begins streaming the
media.

FortiRecorder SD Branch Deployment Guide Fortinet Technologies Inc.



Monitoring SD-Branch recordings on the HQ FortiRecorder 19

Monitoring SD-Branch recordings on the HQ FortiRecorder

When everything has been properly configured, recordings from SD-Branch cameras can be viewed through the
HQ FortiRecorder.

« Motion events are viewable by going to Monitor > Event > Event.

e

<< |Stat date: 2019-08-20 78| >> | Today | Auto-Refresh: Off v | Refresh Select Cameras * | | Events Fiter * |
fd40-branch i )\T I
Detection (SO card]: 14:02:09~14:02:30
15 30 45 o 15 30 45 0 15 U as U 15 0 45 ] 15 30 45 o 15 30 45 ] 15 30
=] | August 14:00 20 August 14:01 20 August 14:02 20 August 14:03 20 August 14:04 20 August 14:05 20 August 14:06

« You can select the desired clip and then click Show. After a few moments the clip has been downloaded and
playback begins.

« Downloaded clips appear as bright-red bars to indicate that they are available on the local recorder storage.

[

<< |Stan date: 2019-08-21 g | >> Today | Auto-Refresh: Off ¥ Refresh Select Cameras Events Filter *

= [ - . | | E—

= | | Umm—

30 40 50 0 20 30 40 50 0 10 2 30 10 0 10 2 30 0 50 0 20 30

- 21 August 12:2 1 Avgust 12:29

« Most clips begin with an event marker. If the motion is extended and triggers multiple clips nearly consecutively, a
marker is generated every minute.

« When viewing video through a live feed, temporary recordings display in your timeline as blue bars.

Event Menitor
| << |Startdate: 2019-08-20 (3 >> | Today | Auto-Refresh: Off v | Refresh | | Select Cameras *| | Events Fiter *| Show Camera Control |

Temporary: 14:09:12-14:10:54

14:01 14:02 1403 14:04 14:05 14:06 1407 1408 1408 14:10 ar 14:13 1414 14:;

T

« View motion events in the detection log by going to Monitor > Log Viewer > Detection.
i FortiRecorder 100D admin ‘ Q ng'im F::RTINET

[Monitor [ ERMICTRN] Detection [

Level: Informaton ¥ | Goto line: Search.. Back | 2019-04-09 06:58:16 - Current
(7 Page|1 /115 b M | Records per page: 50 .|| Save View Total: 5748
Detection Subtype

1 20100821 130147  stan 1d40-branch motion motion Motion detection on camera fd40-branch
Event Monitor 2 20190821 130032  stan motion motion Motion detection on camera fd40-branch
Video Monitor 3 20190821 125955 start motion motion Motion detection on camera fd40-branch
P—— ] 20100821 125921  stan motion motion Motion detection on camera fd40-branch
2019.08-21 1258 14 start fd40-branch ‘motion motion Motios ection on camera fd40-branch
Schadule 5 20190821 125721 stan 1940-branch moton motion Motion detection on camera fd40-branch
Camera 7 2019-08-21 125558 start fd40-branch ‘motion motion ion on camera fd40-branch
——— 8 20190821 125512 stan 1d40-branch motion motion Motion defection on camera fd40-branch
2019-08-21 1256347 start 1d40-b ‘motion motion Motion detection on camera fd40-branch
Analytics 10 2018.08-21 125229 start fd40-branch motion motion Motion detection on camera fdd0-branch
s " 20100821 125157 stan 1340-beanch motion moton Motion detection on camera fd40-branch
(12 20180821 125058  stat fd40-branch motion motion Motion detection on camera fd40-branch
13 20190821 124956  stan 1d40-branch motion motion Motion detection on camera fd40-branch
14 2019-08-21 124929 start fd40-b motion moton Motion detection on camera fd40-branch
15 20190821 124813  stant 1d40-brandl motion motion Motion detection on camera [d40-branch
16 2019-08-21 12:47 35 start fd40-branch 'motion motion Motion detection on camera fd40-branch
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