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Date Change Description

2021-06-04 Initial release.
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Introduction

This document describes how to deploy FortiMail VM on Google Cloud Platform (GCP).

For details about how to use FortiMail, see the FortiMail Administration Guide on https://docs.fortinet.com.
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Uploading the FortiMail Image

1. Log on to GCP, create a folder under Storage.

2. Upload the FortiMail tar.gz image to the folder.
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Creating a VM Instance

1. Go to Compute Engine > Images, create an image from a storage file and select this file.

2. Go to Compute Engine > VM Instances, select the image you just created

3. Add a second disk.
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Creating a VM Instance

4. For remote access, you can select Enable connecting to serial ports to allow serial console connection.

5. For Firewalls, you can enable HTTPS only.
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Accessing FortiMail

After booting up, you can access the FortiMail instance via HTTPS or the serial console. The admin password is your
Instance ID.

There are two methods to supply cloud-init data:

1. In the CustomMetadata area create an entry called “ user data and supply the text of the multi part MIME file.
2. Place the MIME file in your storage folder and then copy the link to it (ex. gs://fml_gcp/ml.mime ). Then create a user

data metadata entry and supply the link as the value.

3. You can store the FortiMail config, operation mode, and license in the MIME file. For example:

Content-Type: multipart/mixed; boundary="===============3091289667591636775=="
MIME Version: 1.0

--===============3091289667591636775==
Content-Type: text/plain; charset="us ascii"
MIME-Version: 1.0
Content-Transfer-Encoding: 7bit
Content-Disposition: attachment; filename="config"

config system global
set rest api enable
set data enable

end
config system global

set pki mode enable
end
config system dns
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Accessing FortiMail

set primary 8.8.8.8
set secondary 8.8.4.4

end

--===============3091289667591636775==
Content-Type: text/plain; charset="us ascii"
MIME-Version: 1.0
Content-Transfer-Encoding: 7bit
Content-Disposition: attachment; filename="mode"

config system global
set operation-mode server

end

--===============3091289667591636775==
Content-Type: text/plain; charset="us ascii"
MIME-Version: 1.0
Content-Transfer-Encoding: 7bit
Content-Disposition: attachment; filename="FEVM020000189547.lic"

-----BEGIN FE VM LICENSE-----
License content here...
-----END FE VM LICENSE-----

--===============3091289667591636775==--
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